
Cyberprzemoc: Jak reagowa� i chroni� siebie 
oraz bliskich
Cyberprzemoc to powa}ne zagro}enie, które mo}e dotkn�� ka}dego, bez wzgl�du na wiek. To forma agresji 
przeniesiona do [wiata cyfrowego, gdzie sCowa i obrazy rani� równie mocno jak czyny w [wiecie rzeczywistym. 
Zrozumienie, czym jest i jak si� przed ni� broni�, to klucz do bezpieczeEstwa w sieci.



Czym dokCadnie jest cyberprzemoc?
Cyberprzemoc, inaczej n�kanie w internecie, to [wiadome i celowe 
dziaCania maj�ce na celu skrzywdzenie, upokorzenie lub zastraszenie 
drugiej osoby. Mo}e przyjmowa� ró}ne formy, od obra{liwych 
komentarzy po publikowanie prywatnych materiaCów bez zgody.

Dotyka zarówno dzieci i mCodzie}, jak i dorosCych, a jej skutki mog� 
by� dCugotrwaCe i dewastuj�ce dla zdrowia psychicznego ofiary.

Dost�pno[�
Cyberprzemoc mo}e dzia� si� o ka}dej 

porze

Zasi�g
Tre[ci mog� dotrze� do nieograniczonej 

liczby osób



Najcz�stsze formy cyberprzemocy
Cyberprzemoc mo}e wygl�da� niewinnie, ale jej intencje s� zawsze szkodliwe. Rozpoznanie ró}nych form to pierwszy 
krok do ochrony:

Obra{liwe komentarze
Publikowanie nienawistnych, wulgarnych lub 
rani�cych tre[ci skierowanych w konkretn� osob�

Gro{by
Zastraszanie, gro}enie wyrz�dzeniem krzywdy fizycznej 
lub psychicznej

O[mieszanie
Tworzenie memów, przerobionych zdj�� lub filmów 
maj�cych na celu wy[mianie ofiary

Podszywanie si�
ZakCadanie faCszywych profili i publikowanie 
kompromituj�cych tre[ci w cudzym imieniu



PrzykCad z }ycia: FaCszywy profil
Wyobra{ sobie sytuacj�: kto[ tworzy faCszywy profil w mediach spoCeczno[ciowych, u}ywaj�c Twojego zdj�cia i 
danych. Zaczyna wysyCa� obra{liwe wiadomo[ci do Twoich znajomych, niszcz�c Twoj� reputacj�.

To klasyczny przykCad cyberprzemocy, który pokazuje, jak Catwo mo}na sta� si� celem ataku. Tego typu sytuacje 
wymagaj� natychmiastowej reakcji i zgCoszenia sprawy odpowiednim sCu}bom oraz administratorom platformy.



Jak skutecznie chroni� si� w sieci?
Profilaktyka jest najwa}niejsza. Kilka prostych kroków mo}e znacznie zwi�kszy� Twoje bezpieczeEstwo online:

01

Ustaw prywatno[� swoich profili
Zastanów si�, kto mo}e widzie� Twoje zdj�cia, posty i 
informacje osobiste. Ogranicz dost�p do grona zaufanych 
znajomych.

02

Blokuj i ignoruj agresorów
Gdy kto[ Ci� atakuje, najlepsz� obron� jest brak reakcji. 
Zablokuj konto tej osoby, aby uniemo}liwi� jej dalszy 
kontakt.

03

Nie udost�pniaj zbyt wielu informacji
Im mniej danych osobowych udost�pniasz publicznie, tym 
trudniej b�dzie je wykorzysta� przeciwko Tobie.

04

Zachowuj dowody
Dokumentuj wszystko 3 rób zrzuty ekranu, zapisuj linki i 
notuj daty. Te materiaCy b�d� kluczowe przy zgCoszeniu 
sprawy.



Zasady bezpiecznej obecno[ci online
Kontroluj swoj� cyfrow� obecno[�

Regularnie sprawdzaj ustawienia prywatno[ci
U}ywaj silnych i unikalnych haseC, wC�cz 
dwuskCadnikowe uwierzytelnianie
Weryfikuj pro[by o dodanie do znajomych
Unikaj udost�pniania lokalizacji w czasie rzeczywistym
Zastanów si� dwa razy przed publikacj�

Pami�taj: To, co raz trafi do internetu, mo}e 
zosta� tam na zawsze. My[l strategicznie o 
swojej cyfrowej to}samo[ci.



Co robi� jako ofiara cyberprzemocy?
Bierno[� nie jest rozwi�zaniem. Wa}ne jest, aby podj�� zdecydowane dziaCania i szuka� pomocy.

ZgCo[ problem 
administratorom

Ka}da platforma ma mechanizmy 
zgCaszania nadu}y�. Wykorzystaj 
je do zablokowania szkodliwych 

tre[ci.

Poinformuj policj�
Je[li czujesz zagro}enie, nie wahaj 

si� zawiadomi� sCu}b. 
Cyberprzemoc to przest�pstwo.

Szukaj wsparcia
Porozmawiaj z kim[ zaufanym 3 

przyjacielem, rodzin�, 
pedagogiem szkolnym.

Skorzystaj z pomocy profesjonalnej
Dla dzieci i mCodzie}y: Telefon Zaufania 116 111



Dokumentowanie dowodów 3 Kluczowe kroki
1

Zrzuty ekranu
Wykonaj zrzuty ekranu (ang. screenshot) wszystkich 
obra{liwych wiadomo[ci, komentarzy i postów. 
Upewnij si�, }e widoczna jest data i godzina publikacji.

2
Zapisz linki
Skopiuj i zapisz adresy URL do profili sprawców oraz 
konkretnych tre[ci. Zachowaj je w bezpiecznym 
miejscu.

3
Notuj szczegóCy
Prowad{ dziennik incydentów z datami, godzinami i 
opisem zdarzeE. To pomo}e w zgCoszeniu sprawy.

4
Nie usuwaj niczego
Zachowaj oryginalne wiadomo[ci i materiaCy. Mog� 
by� kluczowe jako dowody w post�powaniu.



Gdzie szuka� pomocy?

1

Telefon Zaufania dla 
Dzieci i MCodzie}y

116 111
BezpCatna, anonimowa pomoc 

dost�pna codziennie. 
Profesjonalni konsultanci s� 
gotowi wysCucha� i doradzi�.

2

Policja 
Mo}esz zgCosi� przest�pstwo 

cyberprzemocy przez internet na 
stronie policji lub osobi[cie na 

komisariacie.

3

Pedagog szkolny
W przypadku dzieci i mCodzie}y, 

szkoCa mo}e zaoferowa� wsparcie 
psychologiczne i mediacj�.

Istniej� równie} organizacje pozarz�dowe specjalizuj�ce si� w pomocy ofiarom cyberprzemocy, które oferuj� 
wsparcie psychologiczne, prawne i techniczne.



Razem mo}emy zmieni� internet na lepsze
Nie jeste[ sam
Reagowanie na cyberprzemoc to nie tylko obrona siebie, ale tak}e 
budowanie bezpieczniejszej przestrzeni w internecie dla nas 
wszystkich.

Ka}de zgCoszenie, ka}da rozmowa, ka}dy akt solidarno[ci ma 
znaczenie. Wspólnie mo}emy przeciwstawi� si� przemocy w sieci i 
stworzy� [rodowisko oparte na szacunku i empatii.

Pami�taj: Proszenie o pomoc to oznaka siCy, nie sCabo[ci. Twoje 
bezpieczeEstwo i dobre samopoczucie s� najwa}niejsze.


